ManageSoft Security Manager

The quickest and most reliable way to protect your enterprise desktops, servers, and mobile devices against security vulnerabilities.

ManageSoft® Security Manager™ transforms desktops, laptops, and servers into self-securing devices that automatically maintain their security configurations. Centralized management of security policies and automated patch management—as well as the detection and remediation of spyware, adware, keyloggers, browser hijackers, and other security vulnerabilities—ensures that managed devices worldwide are always protected. It’s the quickest and most reliable way to secure your enterprise.

A solution right for you

This comprehensive solution is ideal for organizations that:

- Manage the security of desktops, servers, and mobile devices through centrally-defined security policies
- Rapidly deploy application and OS security patches to desktops, servers, and mobile laptops on multiple platforms and in multiple languages
- Automatically detect and remediate malicious software such as spyware, keyloggers, and browser hijackers
- Abolish annoying adware that drains system performance
- Provide up-to-the-minute reporting and alerts on the status of enterprise-wide security protection for operating systems and common application patches, malware, and other vulnerabilities.

Solving the challenge of securing your desktops, servers, and mobile devices and unreliable.

New viruses and malware appear every week, seeking to exploit misconfigurations and flaws in operating systems and applications. Their frequency makes manual processes for maintaining the security of desktops, servers, and mobile devices unacceptably slow, expensive, and unreliable. The risk exposure and cost of remediation are compounded by the need to rapidly eliminate vulnerabilities across mobile devices, remote locations, and home users with low-bandwidth and unreliable connections.

You need to be able to automatically define security policies that will address vulnerabilities for entire groups of users and computers—regardless of where they are. To reduce support costs, you need automatic remediation and self-healing when something goes wrong.

No other solution provides this level of reliability and full-lifecycle control

- **Security Policy Management** — Centrally manage the security policies of your organization, controlling access to devices—such as USB, floppy drives, and legacy ports—that are key sources of security breaches. Block potentially dangerous and unwanted applications from running. Automatically identify potential security flaws such as weak passwords and IIS vulnerabilities.

- **Security Patch Management** — Authorize security patches before deployment, then rapidly deploy anywhere, anytime, and across any network. Automatically deploy operating system patches to Windows, Linux, UNIX, and Mac devices. Deploy security patches for common applications including Microsoft Office, Exchange, Apache, and others. Manage patches for multiple languages from a single console.

- **Malware Management** — ManageSoft Security Manager provides automatic detection and remediation of malicious spyware, keyloggers, browser hijackers, and abolishes annoying adware that interferes with your Internet experience and impedes system performance.

“ManageSoft gives me the assurance that I can say to the board and the management committee that we are current with our security patches and that the desktop is secure.”

- Ian McBride, CIO, KPMG, www.kpmg.com
A powerful security management solution

- **The best use of your existing IT infrastructure** — Use your existing infrastructure to achieve a highly scalable solution without the need to purchase costly servers.

- **The fastest security solution to implement** — ManageSoft Security Manager can automatically discover desktops, laptops, and servers throughout your organization, and automatically adopt them for ongoing security management, without requiring costly and time-consuming site visits.

- **The only security management solution to provide total reliability over the world’s slowest and most unreliable networks** — Managed devices use byte-level differencing to download only the differences required to achieve the new desired security state — enabling faster and more reliable security updates. ManageSoft also provides bandwidth friendly deployment for even the largest security patches, with intelligent language recognition for products such as Office, bandwidth throttling, bandwidth time windows, byte-level differencing, and checkpoint restart.

- **The most intelligent security solution** — Managed devices automatically compare the current security state with the desired state described in centrally-defined policies. If a security vulnerability is detected, ManageSoft Security Manager provides automatic remediation and self-healing.

An end-to-end solution

ManageSoft Security Manager is a powerful, fast-to-implement solution to reliably protect the security of your IT infrastructure. Many organizations also choose to use the ManageSoft client-centric architecture to solve other IT challenges (including software deployment, server management, IT asset tracking, and software license management) without requiring additional infrastructure.

- Saint Barnabas Health Care System, the largest integrated health care delivery system in New Jersey USA, uses ManageSoft solutions to automate security patch management and manage software on 7,500 computers that support treatment and services for more than two million patients annually.

- Iron Mountain, one of the world’s leading providers of outsourced records and information management services, uses ManageSoft solutions to automate patch management for 6000 computers at 600 remote sites, and automatically deploy, update, and manage all software on those computers.

Find out more

Visit www.managesoft.com or telephone your nearest ManageSoft office today.